西藏自治区网络通信活动管理规定

（2021年12月3日西藏自治区人民政府令第168号公布 自2022年2月1日起施行）

第一条 为了维护国家安全和社会公共利益，保障网络通信活动安全，保护公民、法人和其他组织的合法权益，根据《中华人民共和国国家安全法》《中华人民共和国网络安全法》《中华人民共和国数据安全法》等法律法规规定，结合自治区实际，制定本规定。

第二条 在自治区行政区域内的网络通信活动，适用本规定。本规定所称网络通信活动是指公民、法人和其他组织使用固定电话、移动电话、可视电话、电脑、即时通信、可穿戴网络设备等网络通信工具产生的活动。

第三条 坚持党对网络通信活动管理工作的领导。网信部门负责统筹协调本行政区域内网络通信活动的监督管理，公安、国家安全、通信管理等部门在各自职责范围内负责网络通信活动的监督管理工作。

第四条 网信、公安、国家安全、通信管理等部门，应当建立健全信息通报、决策会商、联合处置、案件督办等联动协作机制，提升网络与信息安全保护能力，加强网络通信活动管理，依法防范、制止和惩治网络通信违法行为。

第五条 自治区应当促进网络接入普及，提升网络服务水平，为社会提供安全、便利的网络服务。

公民、法人和其他组织应当提高网络安全意识，提升网络安全防护能力和水平。

第六条 公民、法人和其他组织开展网络通信活动应当遵守宪法法律，尊重社会公德，维护国家统一和民族团结，维护公共利益。

公民、法人和其他组织依法使用网络通信服务的权利受法律保护。

第七条 鼓励公民、法人和其他组织使用网络通信工具制作复制、发布、传播包含以下内容的信息：

（一）宣传马克思列宁主义、毛泽东思想、邓小平理论、“三个代表”重要思想、科学发展观、习近平新时代中国特色社会主义思想的；

（二）宣传党的路线方针政策、中央重大决策部署和新时代党的治藏方略的；

（三）宣传中国共产党党史、新中国史、改革开放史、社会主义发展史以及西藏地方与祖国关系史的；

（四）弘扬社会主义核心价值观，宣传先进文化和时代精神，充分展现西藏各族人民昂扬向上的精神风貌的；

（五）弘扬“两路”精神、老西藏精神（孔繁森精神）等，宣传民族团结进步模范典型和先进事迹的；

（六）展示西藏经济社会发展亮点，反映人民群众伟大奋斗和幸福生活的；

（七）宣传法律法规、普及科学技术、倡导健康文明生产生活方式的；

（八）有效回应社会关切，解疑释惑，析事明理，有助于引导全区人民形成共识的；

（九）其他讴歌真善美、向上向善内容的。

第八条 公民、法人和其他组织不得使用网络通信工具制作、复制、发布、传播、存储包含以下内容的信息：

（一）否定中国共产党领导、煽动颠覆国家政权、推翻社会主义制度的；

（二）宣扬并支持分裂势力，煽动分裂国家的；

（三）否定、歪曲民族区域自治制度和新时代党的治藏方略的；

（四）攻击民族政策、破坏民族团结、制造民族矛盾、煽动民族仇恨的；

（五）破坏国家宗教政策，宣扬宗教极端思想、邪教和封建迷信的；

（六）宣扬恐怖主义，煽动实施恐怖活动，支持恐怖活动组织及其人员的；

（七）歪曲、丑化、亵渎、否定英雄烈士事迹和精神，以侮辱、诽谤或者其他方式侵害英雄烈士姓名、肖像、名誉、荣誉的；

（八）涉及淫秽、色情、赌博、暴力、凶杀、恐怖等内容的；

（九）涉及血腥、惊悚、残忍等不利于身心健康内容的；

（十）法律法规禁止的其他内容。

第九条 鼓励公民、法人和其他组织使用网络通信工具从事以下活动：

（一）引导各族群众增强对伟大祖国、中华民族、中华文化、中国共产党、中国特色社会主义的认同的；

（二）引导各族群众树立正确的国家观、历史观、民族观、文化观、宗教观，铸牢中华民族共同体意识的；

（三）积极参与网络信息内容生态治理，通过投诉、举报等方式对网上违法和不良信息进行监督，共同维护良好网络生态的；

（四）以发帖、回复、留言、弹幕等形式参与网络活动，文明互动，理性表达的；

（五）依据法律法规、用户协议和平台公约等，自觉规范自我信息发布行为的；

（六）法律法规倡导的其他活动。

第十条 公民、法人和其他组织不得使用网络通信工具从事以下活动：

（一）组织、策划、指挥、参与、煽动分裂国家，破坏国家统一、民族团结的；

（二）接受境内外分裂势力任务、资金、物资或者向其提供信息、资金、劳务、技术、场所的；

（三）组织、指挥、策划、参与、煽动宗教极端、暴力恐怖活动的；

（四）使用、转发境内外分裂势力开设的网站、博客、论坛、账号，下载APP的；

（五）传播、存储分裂组织标志、反动标志、暴恐文字、图片、音视频的；

（六）非法传递国家秘密，进行情报窃密、勾联、策反等间谍活动的；

（七）擅自从事互联网宗教信息服务，在网上进行非法传教的；

（八）非法获取、买卖公民个人信息或者非法向境内外组织、机构、个人提供涉密信息和国家未公开信息的；

（九）煽动、策划非法集会、游行、示威或者破坏、阻碍经济发展，扰乱社会经济秩序的；

（十）设立或者加入实施违法犯罪活动网站、通讯群组的；

（十一）从事或者参与诈骗、赌博、非法集资的；

（十二）销售毒品、枪支等违禁物品、管制物品、非法出版物的；

（十三）侮辱、诽谤他人，寻衅滋事，侵害他人名誉、隐私、知识产权或者其他合法权益的；

（十四）向网络犯罪活动提供互联网接入、服务器托管、网络存储、通信传输等技术支持或者广告推广、支付结算等帮助的；

（十五）未经许可经营国际联网业务，擅自建立、使用非法定信道进行国际联网的；

（十六）故意制作、传播计算机病毒等破坏性程序，实施危害关键信息基础设施、计算机信息系统以及窃取国家秘密行为的；

（十七）编造、传播虚假险情、疫情、灾情、警情等信息的；

（十八）法律法规禁止的其他活动。

第十一条 网信、公安、国家安全等部门应当设置举报平台，公示举报电话和电子邮箱。

鼓励公民、法人和其他组织对危害网络运行安全、信息安全的行为进行举报。接到举报的部门应当依法及时作出处理，并对举报有功的予以奖励。

第十二条 互联网站、应用程序、论坛、博客、微博客、即时通信工具、网络直播等互联网信息服务提供者应当在显著位置开设举报专区，公示举报电话和电子邮箱等举报方式。接到举报的互联网信息服务提供者，应当采取删除、阻断等处置措施，保存有关记录，并向有关主管部门报告。

第十三条 网络信息服务提供者发现法律法规禁止发布或者传输的信息，应当立即停止传输，采取处置措施，保存有关记录，并向有关部门报告。

网络信息服务提供者、网络通信工具使用者对网信、公安、国家安全、通信管理等部门依法实施的监督检查，应当予以配合。

第十四条 网络信息内容生产者违反本规定的，网络信息内容服务平台应当依法采取警示整改、限制功能、暂停更新、关闭账号等处置措施，及时消除违法信息内容，保存记录并向有关主管部门报告。

第十五条 公民、法人和其他组织违反本规定的，依照《中华人民共和国刑法》《中华人民共和国国家安全法》《中华人民共和国反恐怖主义法》《中华人民共和国网络安全法》《中华人民共和国数据安全法》《中华人民共和国治安管理处罚法》等有关法律法规追究责任。

第十六条 网信部门根据法律法规，会同有关主管部门建立健全网络信息内容服务严重失信联合惩戒机制。对严重违反本规定的，依法依规采取限制从事网络信息服务、网上行为限制、行业禁入等惩戒措施。

第十七条 网信、公安、国家安全、通信管理等部门的工作人员在网络通信活动监督管理工作中玩忽职守、滥用职权、徇私舞弊的，依法依规处理；涉嫌犯罪的，依法追究刑事责任。

第十八条 本规定自2022年2月1日起施行。